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In  recent years ,  Afr ica has witnessed a surge in protest
movements,  s ignif icant ly  amplif ied by the use of  digital
technology.  The #EndSARS protests in Niger ia in October
2020 and the ongoing #RejectFinanceBi l l2024 protests in
Kenya starkly  compare and show how our advocacy for
digital  r ights direct ly  intersects with cit izens'  abi l i ty  to
enjoy other r ights off l ine.

The Role of  Social  Media in Mobil isation
Social  media platforms l ike Twitter ,  Facebook,  and
Instagram have become essential  tools for  organising
protests and ral ly ing support .  In  2020,  dur ing the End
SARS protests in Niger ia ,  hashtags l ike #EndSARS and
#SARSMustEnd went v iral ,  drawing global  attent ion and
support .  Act iv ists ut i l ised these platforms to share real -
t ime updates,  document pol ice brutal i ty ,  and coordinate
logist ics.  

Similar ly  and current ly ,  in  Kenya,  social  media has been
pivotal  in  mobi l is ing protestors ,  disseminating
information,  and maintaining the momentum of the
movement.  Cit izens'  access to the internet  and to the use
of social  media has faci l i tated modern pol i t ical  act iv ism
as act iv ists and ordinary ci t izens al ike use the hashtag
#RejectFinanceBi l l2024 to express their  v iews,
democrat ise information,  provide real - t ime updates on
protest  locat ions,  on pol ice movements,  to coordinate
part ic ipants’  act ions.

Social  Media and the internet  have also helped lend
credibi l i ty  and visibi l i ty  to the ongoing movement
attract ing global  sol idar i ty  and support  from internat ional
quarters.  Equal ly ,  c i t izens are able to have civ ic
conversat ions and debates on the content of  the Bi l l
thereby foster ing cit izen awareness and enl ightenment.  



Right to Peaceful  Assembly:  Technology-Faci l i tated
Rights and Technology-Faci l i tated Repression

While social  media has empowered Afr icans across the
continent to organise and part ic ipate in protests and civ ic
assemblies,  the continent is  also witnessing States’
weaponisat ion of  the internet  and technology to monitor
and disrupt these movements and quel l  d issent.  

In  the ongoing Kenya protests ,  there have been credible
reports of  the State restr ict ing/ disrupt ing access to the
internet ,  a l though the Communicat ion Authori ty  insists
that  there has been no such disrupt ion neither  is  there an
intent ion to do so.  

Advocates across the world ,  including AIRA members have
cal led on the Kenyan government to refrain from enforcing
any such shutdowns or  information controls.  Fears or
concerns for  a part ial  or  complete internet  shutdown in
Kenya are not unfounded,  especial ly  given the favourable
disposit ion of  many Afr ican governments to onl ine
information control  as a mechanism for  ci t izen
suppression.  On the continent ,  internet  disrupt ion is  a
common retal iat ion mechanism employed by Afr ican
governments to enforce pseudo-control  over  ci t izens
part ic ipat ing in civ ic r ights such as the r ight  to protest  or
assembly peaceful ly .  

In  the lead-up to and fol lowing the 2021 presidential
elect ion in Uganda,  the government shut down the internet
as a measure to st i f le  the opposit ion and prevent the
dissemination of  information related to al leged electoral
fraud and state v iolence against  opposit ion supporters.

https://x.com/netblocks/status/1805598808035774970
https://x.com/netblocks/status/1805598808035774970
https://x.com/CA_Kenya/status/1805311316719993274/photo/1
https://www.kictanet.or.ke/joint-statement-a-call-against-internet-shutdowns-in-kenya-during-june-2024-demonstrations/


In  2020,  fol lowing the assassinat ion of  popular
musician and act iv ist  Hachalu Hundessa,  Ethiopia
experienced widespread protests ,  part icular ly  in  the
Oromia region.  In response,  the Ethiopian government
shut down the internet  to curb the spread of  unrest
and l imit  the mobi l isat ion of  protesters.

In 2019,  dur ing protests tr iggered by a sharp increase
in fuel  pr ices,  the Zimbabwean government ordered an
internet  shutdown to prevent protesters from using
social  media to organise demonstrat ions and share
information about the violent  crackdown by securi ty
forces.

Netblocks reports that  there have been 119 internet
disrupt ions in Afr ica since 2019,  57 of  which have
been connected to protests.  

Consequences of  the Weaponisation of  the Internet 

The consequences of  the government 's  weaponisat ion
of the internet  to retal iate against  protesters is
profound and many t imes,  immeasurable.

The Erosion of  Trust  
Trust is  a fundamental  pi l lar  of  every social ,  pol i t ical ,
and economic system without which governance would
be compromised.  Internet  shutdowns completely  erode
publ ic trust  in  government inst i tut ions and in the
country ’s  Internet  service providers.  Censorship ,
internet  shutdowns,  and state-sponsored
disinformation campaigns -  especial ly  about state-
imposed disrupt ions,  erode trust  in  government
inst i tut ions.  When governments restr ict  access to the
internet ,  c i t izens become sceptical  of  off ic ial
narrat ives and lose faith in the transparency and
accountabi l i ty  of  their  leaders.  

https://surfshark.com/research/internet-censorship


Exacerbation of  Social  and Polit ical  Tensions

The weaponisat ion of  the internet  can exacerbate
social  and pol i t ical  tensions which is  quite the
opposite of  what many Afr ican governments claim to
be achieving when they issue shutdown orders.

First ,  because a free f low of information faci l i tates
order ,  a  disrupt ion to that  f low wi l l  faci l i tate chaos
and deepen unrest  across l ines.  Internet  shutdowns
hinder the abi l i ty  of  act iv ists and protestors to
communicate,  coordinate,  and mobi l ise and this lack
of communicat ion can lead to disorganisat ion and
chaos.

Afr ican governments need to know that  a coordinated
protest  wi l l  l ikely  be more peaceful  than a protest
without clear  communicat ion among protesters.
Shutdowns also disrupt personal  communicat ions,
isolat ing individuals from their  famil ies and
communit ies and leading to increased anxiety and
potent ial  overreact ions to perceived threats.

The Spread of Misinformation 

In  the absence of  rel iable information from the
internet ,  rumours and misinformation can spread
rapidly  through alternat ive channels l ike word-of-
mouth,  SMS,  or  off l ine media.  

This spread of  unverif ied information can create
confusion,  fear ,  and panic ,  escalat ing tensions and
potent ial ly  incit ing violence.



CONCLUSION

Internet  shutdowns,  rather  than mit igat ing unrest ,
often exacerbate social  and pol i t ical  instabi l i ty ,  erode
publ ic trust ,  the spread of  misinformation and even
economic repercussions.  By weaponising the internet
to disrupt communicat ion,  shutdowns create a more
volat i le  environment and get  nothing done.  

Afr ican state actors and governments must begin to
embrace addressing the root causes of  unrest  through
dialogue,  t ransparency,  and democrat ic processes
rather than resort ing to si lencing and repression.  To
ensure this ,  States must establ ish clear  standards and
norms against  the use of  internet  shutdowns backed
by feasible enforcement mechanisms.

At the regional  level ,  our  human r ights systems must
continue to emphasise the responsibi l i ty  of  member-
states and hold them to account in the event of
infract ions.  

Final ly ,  our  advocacy for  digital  r ights in Afr ica must
continue to hold governments accountable.  As we
increase awareness about the negative impacts of
internet  shutdowns,  engage stakeholders nat ional ly
and regional ly ,  and push for  robust legal  frameworks
that protect  ci t izens,  we must continue to demand
accountabi l i ty  for  governmental  act ions.  



The Afr ican Internet  Rights Al l iance is  a network of
leading digital  r ights organisat ions across Afr ica
working to promote Internet  r ights and ensure the
inclusion of  Afr ican perspectives in global  internet
r ights decision-making.  

Visit  our  website for  more:  aira.afr ica


